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GOVERNMENT OF THE DISTRICT OF COLUMBIA 

Child and Family Services Agency 

         

 

 

 
CONTRACTS AND PROCUREMENT ADMINISTRATION 

 

BLANKET PURCHASE AGREEMENT 

DCRL-2014-A-0104 – Project Assistant Services 

 

1. EXTENT OF OBLIGATION: 

 

 The Government of the District of Columbia is obligated only to the extent that 

authorized purchases are actually made under the Blanket Purchase Agreement (BPA), 

and is not obligated to place future orders. (Title 27 of the District of Columbia 

Municipal Regulations (DCMR), Chapter 18, Section 1810.2 (a) (c) 

 The Contractor shall not provide any services under this agreement until sufficient funding to 

cover the cost of the requested services has been issued.   

 

2. PURCHASE LIMITATION /METHOD OF AWARD: 

 

 The BPA shall not exceed $70,000.00      through one year from date of award. 

 

3. RESPONSE IS DUE BY: July 28, 2014  and may be sent via: Fax (202) 727-5886, 

email calvinl.mcfadden@dc.gov or hand-delivered or mailed to: 

 

    Child and Family Services Agency 

    Contracting and Procurement Administration 

    200 I Street, S.E., Suite 2031 

    Washington, DC 20003 

 

If you have any questions, please contact Calvin L. McFadden, Contract Specialist, CPPB 

at (202) 724-7645 
 

4. PERIOD OF PERFORMANCE:  

 

One year from date of award, with four one year option periods. Continuation of this 

Contract beyond the fiscal year is contingent upon future fiscal appropriations 
 

5. PRICE/COST SCHEDULE/AGGREGATE GROUP AWARD 

 

The Contractor shall provide all direct and indirect resources to provide the services in 

accordance to the specifications contained in this BPA and at the prices stated. This is a 

Fixed-Price BPA for the supplies/services to be performed at the unit prices specified in 

Section 5.1 – 5.5 the Price Schedules 

 

mailto:calvinl.mcfadden@dc.gov
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5.1 BASE YEAR 

 
CONTRACT 

LINE ITEM 

NO. (CLIN) 

SUPPLIES/ SERVICES UNIT Minimum 

UNIT  

Maximum 

Unit 

Unit Price Maximum 

Total Cost 

0001 Project Assistant 

Services 

Hour 1 1920 $ $ 

 
Total Not to Exceed Amount 

$ 

 

 

5.2 OPTION YEAR 1 

 
CONTRACT 

LINE ITEM 

NO. (CLIN) 

SUPPLIES/ SERVICES UNIT Minimum 

UNIT  

Maximum 

Unit 

Unit Price Maximum 

Total Cost 

0001 Project Assistant 

Services 

Hour 1 1920 $ $ 

 
Total Not to Exceed Amount 

 
$ 

 

 

5.3 OPTION YEAR TWO 

 
CONTRACT 

LINE ITEM 

NO. (CLIN) 

SUPPLIES/ SERVICES UNIT Minimum 

UNIT  

Maximum 

Unit 

Unit Price Maximum 

Total Cost 

0001 Project Assistant 

Services 

Hour 1 1920 $ $ 

 
Total Not to Exceed Amount 

 
$ 

 

5.4 OPTION YEAR THREE 

 
CONTRACT 

LINE ITEM 

NO. (CLIN) 

SUPPLIES/ SERVICES UNIT Minimum 

UNIT  

Maximum 

Unit 

Unit Price Maximum 

Total Cost 

0001 Project Assistant 

Services 

Hour 1 1920 $ $ 

 
Total Not to Exceed Amount 

 
$ 

 

5.5 OPTION YEAR FOUR 

 
CONTRACT 

LINE ITEM 

NO. (CLIN) 

SUPPLIES/ SERVICES UNIT Minimum 

UNIT  

Maximum 

Unit 

Unit Price Maximum 

Total Cost 

0001 Project Assistant 

Services 

Hour 1 1920 $ $ 

 
Total Not to Exceed Amount 

 
$ 
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C.1 SCOPE OF WORK: 

 

 The Government of the District of Columbia, Child and Family Services Agency is  

 seeking an Individual to serve as a Contractor to provide  Project Assistant Services to  

 support implementation of a 5-year federal grant awarded under the Administration for  

 Children and Families’ Initiative to Improve Access to Needs Driven, Evidence-Based,  

 Evidence-Informed Mental and Behavioral Health Services in Child Welfare.  

 

 The Contractor will provide Project Assistant to the Project Cooordinator, in addition to  

 coordinating logistics related to the project team.  The Contractor will also provide  

 support to internal staff, as well as the designated evaluator with the gathering of relevant  

 data and research materials as needed.   

 

The Contractor shall assist in the successful implementation of the District’s federal grant 

award in collaboration with the Department of Behaviorial Health’s System of Care 

federal grant award to address a critical issue that impacts the District’s vulnerable 

children and families. 

 
 Interested individuals should go to www.ocp.dc.gov; Click on Opportunities and Support  

 and then click on OCP Solicitations.  Look for Solicitation Number: DCRL-2014-A-0104  

 and follow the instructions in the document to be considered. The completed document  

 should be sent to the individual named in the solicitation with all supporting documentation  

 no later than the date indicated on the solicitation. 

 

C.2 DEFINITIONS  

 

Four Pillars: The Agency’s strategic framework for effective child welfare practice that 

includes key outcomes to be achieved and measureable indicators of progress.  

 

C.3 BACKGROUND AND NEED 

 

The Child and Family Services Agency (CFSA) is the District of Columbia’s cabinet-

level child welfare agency. CFSA is charged with protecting child victims and those at 

risk of abuse and neglect, and with assisting their families.  Along with our community 

partners, CFSA works to ensure that children involved in the public child welfare system 

grow up in safe, permanent homes with strong families. CFSA investigates reports of 

child abuse and neglect of children up to age 18, and provides child protection. Services 

include family stabilization, time-limited foster care and supportive community-based 

services to support achievement of permanency through reunification, guardianship, 

adoption, and established lifelong connections.  Services are designed to enhance the 

safety, permanence and well-being of abused, neglected, and at-risk children and youth 

(until they reach their 21
st
 birthday), and their families in the District of Columbia. The 

Agency seeks to achieve the highest quality of community-based services, to increase the 

number of families who receive community-based preventive and support services, and to 

expand the network of resources providing services to at-risk children and their families 

to reduce the need for placement in the foster care system.  CFSA’s overall strategic 

framework is comprised of four pillars: 
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Narrowing the Front Door - Children should have the opportunity to grow up with their 

families and should be removed only when necessary to keep them safe. It is a priority of 

the current administration to reach out, locate, and utilize relatives as resources and 

support for children who come to CFSA’s attention.  

 

Temporary Safe Haven - Foster care should be a temporary safe haven, with 

permanency planning beginning the day a child enters care. CFSA will seek relative 

placements first, followed by the most appropriate and homelike setting to keep children 

connected to their schools and communities. CFSA will promote and preserve maternal 

and paternal relationships and sibling connections through frequent, quality visits. 

Permanence is best achieved through a legal relationship such as reunification, 

guardianship, or adoption. 

 

Well‐being - Every child is entitled to have a nurturing environment that supports growth 

and development as a healthy, self-assured, and educated adult. CFSA is committed to 

working collaboratively with other systems to address education, mental health, and 

physical health care so children we serve receive the supports they need to thrive. Our 

goal is to support educational achievement for all children in care, from early childhood 

education through high school and college or vocational school. 

 

Exits to Positive Permanency - Every child and youth should exit foster care to a well‐
supported family environment or lifelong connection as quickly as possible. Older youth 

should exit care with the education and skills necessary to help them become successful, 

self‐supporting adults, with appropriate community‐based aftercare services. 

 

The Agency also closely collaborates with the Family Court of the District of Columbia 

Superior Court, community stakeholders, advocacy groups, and service providers to 

support the achievement of safety, permanency, and well-being for all the children it 

services.   

 

The responsibility for children in foster care is shared between CFSA and its network of 

contracted private agencies. Of the 1,421 children placed in foster care as of February 28, 

2013, 82% were served in family-based settings, including with kin, non-relative foster 

parents, or in pre-adoptive homes.  The total population of children was evenly 

distributed between male and female. Fifty-six percent of youth in care were 12 years and 

older; a level 18% greater than national figures.  

 

Compared to other jurisdictions, the District of Columbia has one of the highest 

percentages of children living in poverty (30% compared to 22% nationally) and has a 

high proportion of children in foster care. In the District of Columbia, census data 

indicates approximately 101,000 of the District’s residents are under the age of 18.  The 

census data also indicate a disproportional distribution of the youth population 

throughout the eight wards of the District.  Six of the eight wards account for almost 90% 

of the youth.  Racial and ethnicity composition for youth varies from 63% Caucasian in 

Ward 3 to over 90% in Ward 7.  According to US Census data, 1.7% of all children and 

youth in the District are in the foster care system. Children in the District’s foster care 
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population are about equal in gender distribution, older than in most jurisdictions, and are 

over-represented (90%) by the African American population. CFSA-involved children 

are at higher risk for poor educational outcomes, chronic health issues, early parenthood, 

long-term dependence on public assistance, increased rates of incarceration, 

homelessness, and unemployment. 

 

Under the Administration for Children and Families Initiative to Improve Access to Needs 

Driven, Evidence-Based, Evidence-Informed Mental and Behavioral Health Services in 

Child Welfare funding opportunity, CFSA has been awarded federal grant funds in the 

amount of $3,200,000 ($640,000 each year for five years) to facilitate transformation of 

the District’s current child welfare system into one that is trauma-informed, contributing 

to measureable improvements in the social and emotional well-being of children in foster 

care.   Implementation of evidence-based or evidence-informed screening, assessment, 

and case planning practice that complements existing resources will contribute to 

restoring the developmentally appropriate functioning of targeted children and youth in 

foster care that have mental and behavioral health needs.  The District will increase 

placement stability, reduce lengths of stay in foster care, and increase the percentage of 

children exiting to positive permanency including adoption.  The District expects to serve 

a minimum of 1,000 families over the course of the demonstration project.   

 

Trauma-informed child welfare practice will be reflected in the implementation and 

adherence to fidelity of trauma-informed screening tools and functional assessments that 

inform outcome-oriented case planning, and the provision of specialized training to child 

welfare staff, including senior leadership, mental health providers and the resource 

parents who have responsibility for maintaining a standard of care for children involved 

in the child welfare system.  System transformation is designed to include long-term 

reduction in the use of psychotropic medication as a first-line treatment strategy and 

increase the use of behavioral or non-pharmacological treatment approaches in response 

to the mental health needs of children in foster care. 

 

Our efforts are closely aligned with the Department of Mental Health’s proposed 

Cooperative Agreement to build on the District's System of Care (SOC) Expansion 

Planning Grant.  CFSA is taking a strategic approach to how the child welfare system 

engages its partners in supporting families who become involved with the child welfare 

system, and priorities include well-being of children while in foster care and exits to 

positive permanence.   As the District implements an SOC that facilitates the provision of 

required individualized, culturally and linguistically-competent mental health and 

recovery support services, the current Funding Opportunity Announcement provides the 

resources necessary to target and de-scale as necessary those practices that are not 

effective and/or do not meet the assessed needs of the child welfare population in general.  

 

The evaluation will assess the extent to which the proposed activities impact outcomes 

associated with increased protective factors, overall well-being and exits to permanency. 

The District’s project will also assess the impact of increased information sharing and 

communication across the child welfare and mental health systems including the capacity 

to sustain efforts long-term.   
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Interested individuals must demonstrate experience and capacity to meet required 

deliverables and submit an application which outlines relevant experience and 

background that qualifies them as a Project Assistant provider. 

 

C.4 The Contractor shall provide project support services with a limited mobilization 

time. 

 

C.4.1 The Contractor shall be responsible for providing project assistance to staff affiliated with 

the grant-funded project. 

 

C.4.2 The Contractor shall oversee logistical requirements associated with implementation of 

grant-related conferences, workshops and/or trainings. 

 

C.4.3 The Contractor shall work under the direction of the Project Coordinator, providing both 

technical and administrative support. 

 

C.4.5 the Contractor shall prepare background information on issues and research briefing 

materials as required. 

  

C,4,6 The Contractor shall receive and action assignments based on the project scope, 

priorities, deadlines and objectives.  

 

C.4.7 the Contractor shall independently develop their own action plans to achieve objectives.  

 

C.4.8 The Contractor shall participate in the daily assessment of substantive, administrative, 

and programmatic issues, and shall serve as coordinator for the collection of data and 

ensure that deadlines are met.   

 

C.4.9 The Contractor shall ensure effective administration of the Project Coordinator’s 

responsibilities through the timely meeting of deadlines; drafting of documents, 

resolution of problems, and monitoring of program activities.    

 

C.4.10 In collaboration with the Project Coordinator, the Contractor shall complete the 

 following: 

 

C.4.10.1 Status reports to be provided to the core project team detailing progress on 

assignments and work plan deliverables. 

 

C.4.10.2 Quarterly progress report detailing project implementation including key 

accomplishments, deliverables and next steps 

 

C.4.10.3 All reports and submissions required by the Children’s Bureau and the 

federal project officer as part of the Initiative to Improve Access to Needs 

Driven, Evidence-Based, Evidence-Informed Mental and Behavioral 

Health Services in Child Welfare award. 
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C.4.10.4 The Contractor shall provide overall logistical and clerical support to the 

demonstration project which will include: 

 

  C.4.10.4.1 Scheduling and convening regular meetings, with responsibilities  

 including calendaring, room reservations, resource coordination 

and the taking of minutes to produce a summary to the project 

team 

 

 C.4.10.4.2 Working closely with the Project Coordinator to implement key  

    action steps and requirements under the work plan 

 

 C.4.10.4.3 Provide updates and status reports on progress and barriers to team  

  members 

 

 C.4.10.4.4 Assist with collection and entry of qualitative and quantitative data  

  from internal and external data sources 

 

C.5 The Contractor shall possess the following qualifications: 

 

C.5.1 The Contractor shall demonstrate skills and experience in supporting 

complex projects requiring extensive logistical and administrative support. 

 

C.5.2 The Contractor shall demonstrate superior organizational and clerical 

skills including data entry. 

 

C.5.3 The Contractor shall demonstrate excellent verbal and written 

communication skills. 

 

C.5.4 The Contractor shall demonstrate excellent skills with Microsoft Office 

Suite and web-based programs. 

 

C.5.5 The Contractor shall set appropriate work standards and ensure 

accountability for their performance.  

 

C.5.6 The Contractor shall provide the Contracting Officer with the following 

information: resume professional and personal references. 

 

C.5.7 The Contractor (s) shall be brought in, after evaluating and rating of each 

respected resume, for an interview. The successful candidate (s) will be 

notified by the CA, of the date, time and location. 

 

C.6 DELIVERABLES:  

 

The contractor shall have the ability to deliver the requested services. The  

Contractor shall adhere to specified requirements. 
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C.7 NOTICE OF INDIVIDUALS AUTHORIZED TO PLACE ORDERS UNDER THE 

BPA: 

 

  OFFICE POINT OF CONTACTS 

Contracts and Procurement Administration: Tara Sigamoni 
Agency Chief Contracting Officer 

 

Office of Planning, Policy and Program Support: Mark A. Elloitt 

Project Manager Specialist 

PH: (202) 727-3236 

marc.elliott@dc.gov  

 

C.8    OPTION TO EXTEND THE TERM OF THE BLANKET PURCHASE ORDER: 

 

C.8.1 The District may extend the term of this contract for a period of four (4), one-year option 

periods, or successive fractions thereof by written notice to the Contractor before the 

expiration of the contract; provided that the District will give the Contractor a 

preliminary written notice of its intent to extend at least thirty (30) days before the 

contract expires. The preliminary notice does not commit the District to an extension. 

The exercise of this option is subject to the availability of funds at the time of the 

exercise of this option. The Contractor may waive the thirty (30) day preliminary notice 

requirement by providing a written waiver to the Contracting Officer prior to expiration 

of the contract. 

 

C.8.2 If the District exercises this option, the extended contract shall be considered to include 

this option provision. 

 

C.8.3 The price for the option period shall be as specified in the contract.  

 

C.8.4 The total duration of this contract, including the exercise of any options under this clause, 

shall not exceed five (5) years. 

 

C.9 Order For Services And Invoices: 

 

C.9.1 Orders will be placed against this BPA via Electronic Data Interchange (EDI), FAX or 

paper communications. 

 

C.9.2 The contractor shall invoice in duplicate to CFSA’s Fiscal Operations Administration 

(Office of the Chief Financial Officer) at cfsa.accountspayable@dc.gov  or via regular mail 

delivery to: 

Child and Family Services Agency 

    Fiscal Operations 

    200 I Street, SE, Suite 2030 

  Washington, DC  20003 

 

mailto:cfsa.accountspayable@dc.gov
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C.9.3 The requirements of a proper invoice are as specified in the Federal Supply Schedule 

contract.  Invoices will be submitted to the address specified in the purchase order(s) 

issued against this BPA.  The District reserves the right to reject any improper or 

inaccurate invoice. 

 

C.9.4   Payment.  In accordance with the Quick Payment Act, D.C. Official Code § 2-221.02, 

payment shall be made within thirty (30) days from the date of receipt of a properly  

submitted invoice, after all approvals are completed as required by the PASS system. 

CFSA will only pay the Contractor for performing the services under this BPA at the 

prices stated under BPA number DCRL-2013-A-0104. 

 

C.9.5 The terms and conditions included in this BPA apply to all purchases made pursuant to it.  

In the event of an inconsistency between the provisions of this BPA and the contractor’s 

invoice, the provisions of this BPA will take precedence. 

 

C.8.6 Award will be made to the lowest responsive bidder meeting the District’s minimum 

requirements enumerated herein.  The District reserve the rights to award to the 

contractor offering the District the best overall valve taking into consideration the 

make/mode offered, delivery schedule, pricing or a combination of these factors. 

 

C.8.7 The District will notify the contractor at least thirty (30) days prior to expiration or 

termination of orders against this BPA. 

 

C.10 INSPECTION AND ACCEPTANCE: 

 

The inspection and acceptance requirements for the resultant agreement shall be 

governed by clause number six (6), “Inspection of Services” of the Government of the 

District of Columbia’s Standard Contract Provisions for use with Supplies and Services 

Contracts, dated March 2007. 

 

C.11 METHOD OF AWARD: 

 

C.11.1 The contract will be awarded to the responsible Offeror whose offer is most advantageous 

to the District, based upon the evaluation criteria specified below.  Thus, while the points 

in the evaluation criteria indicate their relative importance, the total scores will not 

necessarily be determinative of the award.  Rather, the total scores will guide the District 

in making an intelligent award decision based upon the evaluation criteria.  

 

C.12 TECHNICAL RATING(S)  
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C.12.1    Technical Rating Scale is as follows: 

 

Numeric Rating Adjective Description 

0 Unacceptable Fails to meet minimum 

requirements; e.g., no 

demonstrated capacity, major 

deficiencies which are not 

correctable; Offeror did not 

address the factor. 

1 Poor Marginally meets minimum 

requirements; major deficiencies 

which may be correctable. 

2 Minimally 

Acceptable 

Marginally meets minimum 

requirements; minor deficiencies 

which may be correctable. 

3 Acceptable Meets requirements; no 

deficiencies. 

4 Good Meets requirements and exceeds 

some requirements; no 

deficiencies. 

5 Excellent Exceeds most, if not all 

requirements; no deficiencies. 

 

C.12.2 The technical rating is a weighting mechanism that will be applied to the point value for 

each ranking factor to determine the Offeror’s score for each factor.  The Offeror’s total 

technical score will be determined by adding the Offeror’s score in each evaluation 

factor.  For example, if an evaluation factor has a point value range of zero (0) to forty 

(40) points, using the Technical Rating Scale above, if the District evaluates the Offeror’s 

response as “Good,” then the score for that evaluation factor is 4/5 of 40 or 32.   

 

If subfactors are applied, the Offeror’s total technical score will be determined by adding 

the offeror’s score for each subfactor. For example, if an evaluation factor has a point 

value range of zero (0) to forty (40) points, with two subfactors of twenty (20) points 

each, using the Technical Rating Scale above, if the District evaluates the Offeror’s 

response as “Good” for the first subfactor and “Poor” for the second subfactor, then the 

total score for that evaluation factor is 4/5 of 20 or 16 for the first subfactor plus 1/5 of 20 

or 4 for the second subfactor, for a total of 20 for the entire factor.  
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C.13 TECHNICAL EXPERTTISE (75 Points Maximum) 
 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

C.14 PRICE CRITERION          (25 Points Maximum) 

 

The price evaluation will be objective.  The Offeror with the lowest price will receive the 

maximum price points.  All other proposals will receive a proportionately lower total 

score.  The following formula will be used to determine each Offeror's evaluated price 

score: 

 

Lowest price proposal   

---------------------------------------     x     weight      =       Evaluated price score   

Price of proposal being evaluated           

 

C.14.1 TOTAL POINTS   (100 Points Maximum)  

 

Total points shall be the cumulative total of the Offeror’s technical criteria points and 

price. 

 

 

 

 

FACTOR(S) Evaluation Criteria Points 

Factor #1  

 

 

 

Demonstrated superior and logistical support skills. 

Ability to develop high-level objectives and execute 

objectives to support project implementation.  Ability 

to monitor and report on status. 

20 

Factor #2  Demonstrated skills and experience in providing 

administrative and logistical support as part of a multi-

disciplinary team.  Ability to set appropriate work 

standard and exhibit performance accountability. 

20 

Factor #3 Ability to organize work plans coordinates logistics 

for large meetings and trainings plan and execute 

multiple workshops/trainings/conferences with diverse 

and large groups of stakeholders. 

 

10 

Factor #4 Superior oral and written communication skills.  

Ability to accurately provide written and oral project 

summaries. 

 

15 

Factor # 5 Knowledge of automated office systems and 

equipment; ability to use computer equipment and 

software (Microsoft Office Suite, etc). 

 

10 

Total 75 
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C.15 EVALUATION OF OPTION YEARS 

 

            The District will evaluate offers for award purposes by evaluating the total price for all 

options as well as the base year.  Evaluation of options shall not obligate the District to 

exercise them.   The total District’s requirements may change during the option years.   

Quantities to be awarded will be determined at the time each option is exercised. 

 

C.16 SELECTION OF NEGOTIATION PROCESS  
 

In accordance with 27 DCMR §1632, after evaluation of the proposals using only the 

criteria stated in the BPA and in accordance with weightings provided in the BPA,  the 

contracting officer may elect to proceed with any method of negotiations, discussions or 

award of the contract without negotiations, which is set forth in subsections (a), (b), (c), 

or (d) of section 1632.1.   

 

C.17 KEY PERSONNEL 

 

C.17.1 The District considers the following positions to be key personnel for this contract:  

Project Assistant. 

 

C.17.2 The Offeror shall set forth in its response the names and reporting relationships of the key 

personnel the Offeror will use to perform the work under the proposed contract. The 

Offeror shall include in its response a resume for each key personnel and the hours that 

each will devote to the contract in total and broken down by task. 

 

C.18 DIVERSION, REASSIGNMENT AND REPLACEMENT OF KEY PERSONNEL 

 

The key personnel specified in the contract are considered to be essential to the work 

being performed hereunder.  Prior to diverting any of the specified key personnel for any 

reason, the Contractor shall notify the CO at least thirty (30) calendar days in advance 

and shall submit justification, including proposed substitutions, in sufficient detail to 

permit evaluation of the impact upon the contract.  The Contractor shall obtain written 

approval of the CO for any proposed substitution of key personnel. 

 

C.19 STANDARD OF PERFORMANCE:    

 

C.19.1 The Contractor shall at all times, while acting in good faith and in the best interest of the 

CFSA, use its best efforts and exercise all due care and sound business judgment in 

performing its duties under this contract. The Contractor shall at all times, comply with 

CFSA operational policies, procedures and directives while performing the duties 

specified in the contract 

 

C.19.2 The Contractor shall comply with the confidentiality requirements of CFSA and ensure 

that medical records and medical consultation is provided with the scope of CFSA 

confidentiality requirements consistent with a child welfare agency.  
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C.20  ADVERTISING AND PUBLICITY: 

 

Unless granted prior, express, written authority by the Director, the Contractor 

shall not issue or sponsor any advertising or publicity that states or implies, 

either directly or indirectly, that CFSA endorses, recommends or prefers the 

Contractor’s services; shall not use CFSA logo in any fashion; or use or release 

information, photographs or other depictions obtained as a result of the 

performance of services under this contract, for publication, advertising or 

financial benefit. 

 

C.21 CONFIDENTIALITY: 

 

The Contractor shall maintain the confidentiality and privacy of all identifying 

information concerning  CFSA  children and youth in accordance with the 

confidentiality law, the privacy rule (the requirements and restrictions contained 

in 45 CFR part 160 and part 164, subparts A and E, as modified by any District 

of Columbia laws, including the Mental Health Information Act of 1978, that 

may have preemptive effect by operation of 45 CFR part 160, subpart B) and 

agrees to comply with administrative, physical, and technical safeguards 

requirements in 45 C.F.R. §§ 164.308, 164.310, 164.312 and 164.316 as required 

by § 13401 of the HITECH ACT (February 18, 2010), to maintain the security of 

the Protected Health Information and to prevent use or disclosure of such 

Protected Health Information other than as provided for by this Clause. 

 

C.22 RIGHTS IN DATA: 

 

C.22.1 Any data first produced in the performance of this contract shall be the sole 

property of the District. The Contractor hereby acknowledges that all data, 

including, without limitation, produced by the Contractor for CFSA under this 

contract are works made for hire and are the sole property of CFSA; but, to the 

extent any such data may not, by operation of law, be works made for hire, the 

Contractor hereby transfers and assigns to CFSA ownership of copyright in such 

works, whether published or unpublished. 

 

C.22.2 The Contractor agrees to give assistance reasonably necessary to perfect such 

rights including, but not limited to, the works and supporting documentation and 

the execution of any instrument required to register copyrights. The Contractor 

agrees not to assert any rights in common law or in equity in such data. The 

Contractor shall not publish or reproduce such data in whole or in part or in any 

manner or form, or authorize others to do so, without written consent of CFSA at 

such time as to review the intent to release such data to the public. 

 

            CFSA shall not unreasonably withhold consent to the Contractor’s request to publish or 

reproduce data in professional and scientific publications. 
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C.23 APPLICABILITY OF STANDARD CONTRACT PROVISIONS: 

 

The Standard Contract Provisions for use with District of Columbia Government 

Supplies and Services Contracts dated March 2007 (“SCP”) are incorporated as part of 

the contract.   To obtain a copy of the SCP go to www.ocp.dc.gov, click on Solicitation 

Attachments, then click on “Standard Contract Provisions (March 2007) (PDF)”. 

 

C.24 DEPARTMENT OF LABOR WAGE DETERMINATIONS:  

 

The Contractor shall be bound by the Wage Determination No. 2004-2103 Rev. 13, dated 

June 13, 2013, issued by the U.S. Department of Labor in accordance with the Service 

Contract Act, 41 U.S.C. §351 et seq., and incorporated herein.  The Contractor shall be 

bound by the wage rates for the term of the contract subject to revision as stated herein 

and in accordance with Section 24 of the SCP.  If an option is exercised, the Contractor 

shall be bound by the applicable wage rates at the time of the exercise of the option.  If 

the option is exercised and the CO obtains a revised wage determination, the revised 

wage determination is applicable for the option periods and the Contractor may be 

entitled to an equitable adjustment. 

 

C.25 INSURANCE: 

A.  GENERAL REQUIREMENTS. The Contractor shall procure and maintain, during 
the entire period of performance under this contract, the types of insurance specified 
below. The Contractor shall have its insurance broker or insurance company submit a 
Certificate of Insurance to the Contracting Officer giving evidence of the required 
coverage prior to commencing performance under this contract. In no event shall any 
work be performed until the required Certificates of Insurance signed by an 
authorized representative of the insurer(s) have been provided to, and accepted by, the 
Contracting Officer. All insurance shall be written with financially responsible 
companies authorized to do business in the District of Columbia or in the jurisdiction 
where the work is to be performed and have an A.M. Best Company rating of A-
VIII or higher. The Contractor shall require all of its subcontractors to carry the same 
insurance required herein. The Contractor shall ensure that all policies provide that 
the Contracting Officer shall be given thirty (30) days prior written notice in the event 
the stated limit in the declarations page of the policy is reduced via endorsement or 
the policy is canceled prior to the expiration date shown on the certificate. The 
Contractor shall provide the Contracting Officer with ten (10) days prior written 
notice in the event of non-payment of premium. 

 
1.   Commercial General Liability Insurance. The Contractor shall provide evidence 

satisfactory to the Contracting Officer with respect to the services performed that 
it carries $1,000,000 per occurrence limits; $2,000.000 aggregate; Bodily Injury 
and Property Damage including, but not limited to: premises-operations; broad 
form property damage; Products and Completed Operations; Personal and 
Advertising Injury; contractual liability and independent contractors. The policy 
coverage shall include the District of Columbia as an additional insured, shall be 
primary and non-contributory with any other insurance maintained by the District 
of Columbia, and shall contain a waiver of subrogation. 

 

http://www.ocp.dc.gov/
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B.  DURATION. The Contractor shall carry all required insurance until all contract work 

is accepted by the District, and shall carry the required General Liability: any 

required Professional Liability; and any required Employment Practices Liability 

insurance for five (5) years following final acceptance of the work performed under 

this contract. 

 
C.  LIABILITY. These are the required minimum insurance requirements established by 

the District of Columbia. HOWEVER, THE REQUIRED MINIMUM INSURANCE 
REQUIREMENTS PROVIDED ABOVE, WILL NOT IN ANY WAY LIMIT THE 
CONTRACTOR'S LIABILITY UNDER THIS CONTRACT. 

 
D.  CONTRACTOR'S PROPERTY. Contractor and subcontractors are solely 

responsible for any loss or damage to their personal property, including but not 
limited to tools and equipment, scaffolding and temporary structures, rented 
machinery, or owned and leased equipment. A waiver of subrogation shall apply in 
favor of the District of Columbia. 

 
E.  MEASURE OF PAYMENT. The District shall not make any separate measure or 

payment for the cost of insurance and bonds. The Contractor shall include all of the 
costs of insurance and bonds in the contract price. 

 
F.  NOTIFICATION. The Contractor shall immediately provide the Contracting Officer 

with written notice in the event that its insurance coverage has or will be substantially 
changed, canceled or not renewed and provide an updated certificate of insurance to 
the Contracting Officer. 

 
G.  CERTIFICATES OF INSURANCE. The Contractor shall submit certificates of 

insurance giving evidence of the required coverage as specified in this section prior to 
commencing work. Evidence of insurance shall be submitted to: 

 
Tara Sigamoni 

Agency Chief Contracting Officer 

Child and Family Services Agency 

Contracts and Procurement Administration 

200 I Street, SE., Suite 2031 

Washington, D.C. 20003; Phone: (202) 724-5300 

 

C.26     HIPAA BUSINESS ASSOCIATE COMPLIANCE 

 

For the purpose of this agreement the Child and Family Services Ageency, a 

covered component within the District of Columbia’s Hybrid Entity will be 

referred to as a “Covered Entity” as that term is defined by the Health 

Insurance Portability and Accountability Act of 1996, as amended (“HIPAA”) 

and associated regulations promulgated at 45 CFR Parts 160, 162 and 164 as 

amended (“HIPAA Regulations”) and ____________________________, as a 

recipient of Protected Health Information or electronic Protected Health 

Information from [AGENCY], is a “Business Associate” as that term is 

defined by HIPAA. 
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Terms used, but not otherwise defined, in this Agreement shall have 

the same meaning as those terms in the HIPAA Regulations.   

1. Definitions  

a. Business Associate means a person or entity, who, on behalf of the 

District government or of an organized health care arrangement (as defined in 

this section) in which the covered entity participates, but other than in the 

capacity of a member of the workforce of the District or arrangement, creates, 

receives, maintains, or transmits protected health information for a function or 

activity for the District,  including claims processing or administration, data 

analysis, processing or administration, utilization review, quality assurance, 

patient safety activities listed at 42 CFR 3.20, billing, benefit management, 

practice management, and repricing; or provides, other than in the capacity of 

a member of the workforce of such covered entity, legal, actuarial, 

accounting, consulting, data aggregation (as defined in 45 CFR § 164.501), 

management, administrative, accreditation, or financial services to or for the 

District, or to or for an organized health care arrangement in which the 

District participates, where the provision of the service involves the disclosure 

of protected health information from the District or arrangement, or from 

another business associate of the District or arrangement, to the person.  A 

covered entity may be a business associate of another covered entity.  

A Business Associate includes, (i) a Health Information Organization, 

E-prescribing Gateway, or other person that provides data transmission 

services with respect to protected health information to a covered entity and 

that requires access on a routine basis to such protected health information; 

(ii) a person that offers a personal health record to one or more individuals on 

behalf of the District; (iii) a subcontractor that creates, receives, maintains, or 

transmits protected health information on behalf of the business associate.  

 

A Business Associate does not include: (i) a health care provider, with 

respect to disclosures by a covered entity to the health care provider 

concerning the treatment of the individual; (ii) a plan sponsor, with respect to 

disclosures by a group health plan (or by a health insurance issuer or HMO 

with respect to a group health plan) to the plan sponsor, to the extent that the 

requirements of  45 CFR § 164.504(f) apply and are met; (iii) a government 

agency, with respect to determining eligibility for, or enrollment in, a 

government health plan that provides public benefits and is administered by 

another government agency, or collecting protected health information for 

such purposes, to the extent such activities are authorized by law; iv) a 

covered entity participating in an organized health care arrangement that 

performs a function, activity or service included in the definition of a Business 

Associate above for or on behalf of such organized health care arrangement. 

b. Covered Entity means a health plan, a health care clearinghouse, or 

a health care provider who transmits any health information in electronic form 

in connection with a transaction covered by 45 C.F.R. Parts 160 and 164 of 

HIPAA.  With respect to this HIPAA Compliance Clause, Covered Entity 

shall also include the designated health care components of the District 
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government’s hybrid entity or a District agency following HIPAA best 

practices.         

c. Data Aggregation means, with respect to Protected Health 

Information created or received by a business associate in its capacity as the 

business associate of a covered entity, the combining of such Protected Health 

Information by the business associate with the Protected Health Information 

received by the business associate in its capacity as a business associate of 

another covered entity, to permit data analyses that relate to the health care 

operations of the respective covered entities. 

d. Designated Record Set means a group of records maintained by or 

for the Covered Entity that are: 

i. The medical records and billing records about individuals 

maintained by or for a covered health care provider; 

ii. The enrollment, payment, claims adjudication, and case or medical 

management record systems maintained by or for a health plan; or  

iii. Records used, in whole or in part, by or for the Covered Entity to 

make decisions about individuals.  

e. Health Care means care services, or services, or supplies related to 

the health of an individual.  Health care includes, but is not limited to, the 

following: 

i. Preventive, diagnostic, therapeutic, rehabilitative, maintenance, or 

palliative care, and counseling, service, assessment, or procedure with respect 

to the physical or mental condition, or functional status, of an individual or 

that affects the structure or function of the body; and  

ii. Sale or dispensing of a drug, device, equipment, or other item in 

accordance with the prescription. 

f. Health Care Components means a component or a combination of 

components of a hybrid entity designated by a hybrid entity. Health Care 

Components must include non-covered functions that provide services to the 

covered functions for the purpose of facilitating the sharing of Protected 

Health Information with such functions of the hybrid entity without business 

associate agreements or individual authorizations.   

g. Health Care Operations shall have the same meaning as the term 

“health care operations” in 45 C.F.R. § 164.501. 

h. Hybrid Entity means a single legal entity that is a covered entity 

and whose business activities include both covered and non-covered 

functions, and that designates health care components in accordance with 45 

C.F.R. § 164.105(a)(2)(iii)(C).  A Hybrid Entity is required to designate as a 

health care component, any other components of the entity that provide 

services to the covered functions for the purpose of facilitating the sharing of 

Protected Health Information with such functions of the hybrid entity without 

business associate agreements or individual authorizations.  The District of 

Columbia is a Hybrid Covered Entity.  Hybrid Entities are required to 

designate and include functions, services and activities within its own 

organization, which would meet the definition of Business Associate and 

irrespective of whether performed by employees of the Hybrid Entity, as part 
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of its health care components for compliance with the Security Rule and 

privacy requirements under this Clause. 

i. Record shall mean any item, collection, or grouping of information 

that includes Protected Health Information and is maintained, collected, used, 

or disseminated by or for the Covered Entity.  

j. Individual shall have the same meaning as the term "individual" in 

45 C.F.R. § 164.501 and shall include a person who qualifies as a personal 

representative in accordance with 45 C.F.R. § 164.502(g). 

k. Individually Identifiable Health Information is information that is 

health information, including demographic information collected from an 

individual, and; 

i. Is created or received by a health care provider, health plan, 

employer, or health care clearinghouse;  

ii. Relates to the past, present, or future physical or mental health or 

condition of an individual; or the past, present, or future payment for the 

provision of health care to an individual; and  

iii. That identifies the individual or with respect to which there is a 

reasonable basis to believe the information can be used to identify the 

individual. 

l. National Provider Identifier (NPI) Rule.   "National Provider 

Identifier" shall mean the Standard Unique Health Identifier for Healthcare 

Providers; Final Rule at 45 C.F.R. Part 162. 

m. Privacy and Security Official.  The person or persons designated 

by the District of Columbia, a Hybrid Entity, who is/are responsible for 

developing, maintaining, implementing and enforcing the District-wide 

Privacy Policies and Procedures, and for overseeing full compliance with the 

Privacy and Security Rules, and other applicable federal and state privacy law.  

n. Privacy Officer.  “Privacy Officer” shall mean the person 

designated by the District’s Privacy and Security Official or one of the 

District’s covered components within its Hybrid Entity, who is responsible for 

overseeing compliance with the Covered Agency’s Privacy Policies and 

Procedures, the HIPAA Privacy Regulations, HIPAA Security Regulations 

and other applicable federal and state privacy law(s).  Also referred to as the 

agency Privacy Officer, the individual  shall follow the guidance of the 

District’s Privacy and Security Official, and shall be responsive to and report 

to the District’s Privacy and Security Official on matters pertaining to HIPAA 

compliance.   

o. Privacy Rule.  "Privacy Rule" shall mean the Standards for Privacy 

of Individually Identifiable Health Information at 45 C.F.R. part 160 and part 

164, subparts A and E. 

p. Protected Health Information.  "Protected Health Information" 

(PHI) or “Electronic Protected Health Information” (ePHI)  means 

individually identifiable health information that is created or received by the 

Business Associate from or on behalf of the Covered Entity, or agency 

following HIPAA best practices, which is: 

i. Transmitted by, created or maintained  in electronic media; or  
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ii. Transmitted or maintained in any other form or medium.  

PHI does not include information in the records listed in subsection (2) 

of the definition in 45 C.F.R. §160.103.Required By Law.  "Required By 

Law" shall have the same meaning as the term "required by law" in 45 C.F.R. 

§ 164.103. 

q. Secretary. "Secretary" shall mean the Secretary of the United 

States Department of Health and Human Services or his or her designee. 

r. Security Officer.  The person designated by the Security Official or 

one of the District of Columbia’s designated health care components, who is 

responsible for overseeing compliance with the Covered Agency’s Privacy 

Policies and Procedures, the Security Rules, and other applicable federal and 

state privacy law(s).  The Covered Agency’s security officer shall follow the 

guidance of the District’s Security Official, as well as the Associate Security 

Official within the Office of the Chief Technology Officer, and shall be 

responsive to the same on matters pertaining to HIPAA compliance.   

s. Security Rule.   "Security Rule" shall mean the Standards for 

Security of Individually Identifiable Health Information at 45 C.F.R. part 164. 

t. Workforce. “Workforce” shall mean employees, volunteers, 

trainees, and other persons whose conduct, in the performance of work for a 

covered entity or business associate, is under the direct control of such entity, 

whether or not they are paid by the covered entity or business associate. 

2. Obligations and Activities of Business Associate 

a. The Business Associate agrees not to use or disclose PHI or ePHI 

(hereinafter “PHI” or Protected Health Information”) other than as permitted 

or required by this HIPAA Compliance Clause or as required by law. 

b. The Business Associate agrees to use appropriate safeguards and 

comply with administrative, physical, and technical safeguards requirements 

in 45 C.F.R. §§ 164.308, 164.310, 164.312 and 164.316 as required by § 

13401 of the Health Information Technology Economic and Clinical 

HealthACT (February 18, 2010) (“HITECH”), to maintain the security of the 

PHI and to prevent use or disclosure of such PHI other than as provided for by 

this Clause.  Business Associate acknowledges that, pursuant to HITECH, it 

must comply with the Security Rule and privacy provisions detailed in this 

Clause.  As such, Business Associate is under the jurisdiction of the United 

States Department of Health and Human Services and is directly liable for its 

own compliance.  A summary of HIPAA Security Rule standards, found at 

Appendix A to Subpart C of 45 C.F.R. § 164 is as follows: 

 
 
Administrative Safeguards 
 

Security Management Process  164.308(a)(1) Risk Analysis (R) 
Risk Management (R) 
Sanction Policy (R) 
Information System Activity Review (R) 
 

Assigned Security Responsibility 164.308(a)(2) (R) 

Workforce Security 164.308(a)(3) Authorization and/or Supervision (A) 
Workforce Clearance Procedure 
Termination Procedures (A) 
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Information Access Management 164.308(a)(4) Isolating Health care Clearinghouse Function (R) 
Access Authorization (A) 
Access Establishment and Modification (A) 
 

Security Awareness and Training 164.308(a)(5) Security Reminders (A) 
Protection from Malicious Software (A) 
Log-in Monitoring (A) 
Password Management (A) 
 

Security Incident Procedures 164.308(a)(6) Response and Reporting (R) 

Contingency Plan 164.308(a)(7 Data Backup Plan (R) 
Disaster Recovery Plan (R) 
Emergency Mode Operation Plan (R) 
Testing and Revision Procedure (A) 
Applications and Data Criticality Analysis (A) 
 

Evaluation 164.308(a)(8) (R) 

Business Associate Contracts and Other 
Arrangement 

164.308(b)(1) Written Contract or Other Arrangement (R) 

 
Physical Safeguards 

 

Facility Access Controls 164.310(a)(1) Contingency Operations (A) 
Facility Security Plan (A) 
Access Control and Validation Procedures (A) 
Maintenance Records (A) 
 

Workstation Use 164.310(b) (R) 

Workstation Security 164.310(c) (R) 

Device and Media Controls 164.310(d)(1) Disposal (R) 
Media Re-use (R) 
Accountability (A) 
Data Backup and Storage (A) 
 

 
Technical Safeguards (see § 164.312) 
 

Access Control 164.312(a)(1) Unique User Identification (R) 
Emergency Access Procedure (R) 
Automatic Logoff (A) 
Encryption and Decryption (A) 
 

Audit Controls 164.312(b) (R) 

Integrity 164.312(c)(1) Mechanism to Authenticate Electronic Protected Health 
Information (A) 
 

Person or Entity Authentication 164.312(d) (R) 

Transmission Security 164.312(e)(1) Integrity Controls (A) 
Encryption (A) 
 

 

c. The Business Associate agrees to name a Privacy and/or Security 

Officer who is accountable for developing, maintaining, implementing, 

overseeing the compliance of and enforcing compliance with this Clause, the 

Security Rule and other applicable federal and state privacy law within the 

Business Associate’s business.  The Business associate reports violations and 

conditions to the District-wide Privacy and Security Official and/or the 

Agency Privacy Officer of the covered component within the District’s 

Hybrid Entity. 

d. The Business Associate agrees to establish procedures for 

mitigating, and to mitigate to the extent practicable, any deleterious effects 
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that are known to the Business Associate of a use or disclosure of PHI by the 

Business Associate in violation of the requirements of this Clause.   

e. The Business Associate agrees to report to Covered Entity, in 

writing, any use or disclosure of the PHI not permitted or required by this 

HIPAA Compliance Clause or other incident or condition arising out the 

Security Rule, including breaches of unsecured PHI as required at 45 CFR 

§164.410, to the District-wide Privacy and Security Official or agency Privacy 

Officer within ten (10) days from the time the Business Associate becomes 

aware of such unauthorized use or disclosure.  However, if the Business 

Associate is an agent of the District (i.e., performing delegated essential 

governmental functions), the Business Associate must report the incident or 

condition immediately.  Upon the determination of an actual data breach, and 

in consultation with the District’s Privacy and Security Official, the Business 

Associate will handle breach notifications to individuals, the HHS Office for 

Civil Rights (OCR), and potentially the media, on behalf of the District.  

f. The Business Associate agrees to ensure that any workforce 

member or any agent, including a subcontractor, agrees to the same 

restrictions and conditions that apply through this Clause with respect to PHI 

received from the Business Associate, PHI created by the Business Associate, 

or PHI received by the Business Associate on behalf of the Covered Entity.  

g. In accordance with 45 CFR 164.502(e)(1)(ii) and 164.308(b)(2), if 

applicable, ensure that any subcontractors that create, receive, maintain, or 

transmit PHI on behalf of the Business Associate agree to the same 

restrictions, conditions, and requirements that apply to the Business Associate 

with respect to such information 

h. Initially, within ten (10) days following the commencement of this 

Contract, or within ten (10) days of a new or updated agreement with a 

subcontractor, the Business Associate agrees to provide the District a list of all 

subcontractors who meet the definition of a Business Associate.   

Additionally, Business Associate agrees to ensure its subcontractors 

understanding of liability and monitor, where applicable, compliance with the 

Security Rule and applicable privacy provisions in this Clause.   

i. The Business Associate agrees to provide access within five 

business days, at the request of the Covered Entity or an Individual, at a 

mutually agreed upon location, during normal business hours, and in a format 

as directed by the District Privacy Official or agency Privacy Officer, or as 

otherwise mandated by the Privacy Rule or applicable District of Columbia 

laws, rules and regulations, to PHI in a Designated Record Set, to the Covered 

Entity or an Individual, to facilitate the District’s compliance with the 

requirements under 45 C.F.R. §164.524.  

j. The Business Associate agrees to make any amendment(s) within 

five business days to the PHI in a Designated Record Set that the Covered 

Entity directs or agrees to pursuant to 45 CFR 164.526 in a format [agency 

should insert appropriate terms for amendment if applicable or] as directed by 

the District Privacy Official or agency Privacy Officer in order to facilitate the 

District’s compliance with the requirements under 45 C.F.R. §164.526.  
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k. The Business Associate agrees to use the standard practices of the 

Covered Entity to verify the identification and authority of an Individual who 

requests the PHI in a Designated Record Set of a recipient of services from or 

through the Covered Entity.  The Business Associate agrees to comply with 

the applicable portions of the Identity And Procedure Verification Policy 

[attach Policy], attached hereto as Exhibit A and incorporated by reference.  

l. The Business Associate agrees to record authorizations and log 

such disclosures of PHI and information related to such disclosures as would 

be required for the Covered Entity to respond to a request by an Individual for 

an accounting of disclosures of PHI in accordance with 45 C.F.R. § 164.528 

and applicable District of Columbia laws, rules and regulations.  

m. The Business Associate agrees to provide to the Covered Entity or 

an Individual, within five (5) business days of a request at a mutually agreed 

upon location, during normal business hours, and in a format designated 

[delete bolded verbiage and insert agency appropriate terms if applicable] by 

the District’s Privacy and Security Official or agency Privacy Officer and the 

duly authorized Business Associate workforce member, information collected 

in accordance with Paragraph (i) of this Section above, to permit the Covered 

Entity to respond to a request by an Individual for an accounting of 

disclosures of PHI in accordance with 45 C.F.R. § 164.528, and applicable 

District of Columbia laws, rules and regulations.   

n. The Business Associate agrees to make internal practices, books, 

and records, including policies and procedures, and PHI, relating to the use 

and disclosure of PHI received from the Business Associate, or created, or 

received by the Business Associate on behalf of the Covered Entity, available 

to the Covered Entity, or to the Secretary, within five (5) business days of 

their request and at a mutually agreed upon location, during normal business 

hours, and in a format designated [delete bolded verbiage and insert 

negotiated terms if applicable] by the District Privacy and Security Official or 

agency Privacy Officer and the duly authorized Business Associate workforce 

member, or in a time and manner designated by the Secretary, for purposes of 

the Secretary in determining compliance of the Covered Entity with the 

Privacy Rule. 

o. To the extent the Business Associate is to carry out one or more of 

Covered Entity's obligation(s) under Subpart E of 45 CFR Part 164, the 

Business Associate agrees to comply with the requirements of Subpart E that 

apply to the Covered Entity in the performance of such obligation(s). 

p. As deemed necessary by the District, the Business Associate 

agrees to the monitoring and auditing of items listed in paragraph 2 of this 

Clause, as well as data systems storing or transmitting PHI, to verify 

compliance. 

q. The Business Associate may aggregate PHI in its possession with 

the PHI of other Covered Entities that Business Associate has in its possession 

through its capacity as a Business Associate to other Covered Entities 

provided that the purpose of the aggregation is to provide the Covered Entity 

with data analyses to the Health Care Operations of the Covered Entity. Under 
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no circumstances may the Business Associate disclose PHI of one Covered 

Entity to another Covered Entity absent the explicit written authorization and 

consent of the Privacy Officer or a duly authorized workforce member of the 

Covered Entity.  

r. Business Associate may de-identify any and all PHI provided that 

the de-identification conforms to the requirements of 45 C.F.R. § 164.514(b) 

and any associated HHS guidance.  Pursuant to 45 C.F.R. § 164.502(d)(2), de-

identified information does not constitute PHI and is not subject to the terms 

of this HIPAA Compliance Clause.  

3. Permitted Uses and Disclosures by the Business Associate  

a. Except as otherwise limited in this HIPAA Compliance Clause, the 

Business Associate may use or disclose PHI to perform functions, activities, 

or services for, or on behalf of, the Covered Entity as specified in the 

Contract, provided that such use or disclosure would not violate Subpart E of 

45 CFR § 164 if the same activity were performed by the Covered Entity or 

would not violate the minimum necessary policies and procedures of the 

Covered Entity.   

b. Except as otherwise limited in this HIPAA Compliance Clause, the 

Business Associate may use PHI for the proper management and 

administration of the Business Associate or to carry out the legal 

responsibilities of the Business Associate. 

c. Except as otherwise limited in this HIPAA Compliance Clause, the 

Business Associate may disclose PHI for the proper management and 

administration of the Business Associate, provided that the disclosures are 

required by law, or the Business Associate obtains reasonable assurances from 

the person to whom the information is disclosed that it will remain 

confidential and used, or further disclosed, only as required by law, or for the 

purpose for which it was disclosed to the person, and the person notifies the 

Business Associate of any instances of which it has knowledge that the 

confidentiality of the information has been breached. 

d. Except as otherwise limited in this HIPAA Compliance Clause, the 

Business Associate may use PHI to provide Data Aggregation services to the 

Covered Entity as permitted by 45 C.F.R. § 164.504(e)(2)(i)(B). 

e. Business Associate may use PHI to report violations of the Law to 

the appropriate federal and District of Columbia authorities, consistent with 

45 C.F.R. § 164.502(j)(1). 

4. Additional Obligations of the Business Associate    

a. Business Associate shall submit a written report to the Covered 

Entity that identifies the files and reports that constitute the Designated 

Record Set of the Covered Entity.  Business Associate shall submit said 

written report to the Privacy Officer no later than thirty (30) days after the 

commencement of the HIPAA Compliance Clause.  In the event that Business 

Associate utilizes new files or reports which constitute the Designated Record 

Set, Business Associate shall notify the Covered Entity of said event within 

thirty (30) days of the commencement of the file’s or report’s usage. The 
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Designated Record Set file shall include, but not be limited to the identity of 

the following: 

i. Name of the Business Associate of the Covered Entity; 

ii. Title of the Report/File; 

iii. Confirmation that the Report/File contains Protected Health 

Information (Yes or No); 

iv. Description of the basic content of the Report/File; 

v. Format of the Report/File (Electronic or Paper); 

vi. Physical location of Report/File;  

vii. Name and telephone number of current member(s) of the 

workforce of the Covered Entity or other District of Columbia government 

agency responsible for receiving and processing requests for Protected Health 

Information; and 

viii. Supporting documents if the recipient/personal 

representative has access to the Report/File. 

 

b. Business Associate must provide assurances to the Covered Entity 

that it will continue to employ sufficient administrative, technical and physical 

safeguards, as described under the Security Rule, to protect and secure the 

Covered Entity’s ePHI entrusted to it.  These safeguards include: 

 

i. The Business Associate agrees to administrative, physical, and 

technical safeguards that reasonably and appropriately protect the 

confidentiality, integrity, and availability of the ePHI that the Business 

Associate creates, receives, maintains or transmits on behalf of the covered 

entity. 

ii. The Business Associate agrees to report to the Covered Entity any 

security incident of which it becomes aware, including any attempts to access 

ePHI, whether those attempts were successful or not. 

iii. This Business Associate Agreement may be terminated if the 

Covered Entity determines that the Business Associate has materially 

breached the agreement. 

iv. The Business Associate agrees to make all policies and procedures, 

and documents relating to security, available to the Secretary of HHS for the 

purposes of determining the covered entity’s compliance with HIPAA. 

v. This agreement continues in force for as long as the Business 

Associate retains any access to the Covered Entity’s ePHI. 

 

vi.  With respect to the subset of PHI known as ePHI as defined 

by HIPAA Security Standards at 45 C.F.R. Parts 160 and 164, subparts A and 

C (the "Security Rule"), if in performing the Services, Business Associate, its 

employees, agents, subcontractors and any other individual permitted by 

Business Associate will have access to any computer system, network, file, 

data or software owned by or licensed to Provider that contains ePHI, or if 

Business Associate otherwise creates, maintains, or transmits ePHI on 

Provider’s behalf, Business Associate shall take reasonable security measures 
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necessary to protect the security of all such computer systems, networks, files, 

data and software.  With respect to the security of ePHI, Business Associate 

shall: (A) Implement administrative, physical and technical safeguards that 

reasonably and appropriately protect the confidentiality, integrity, and 

availability of the ePHI that it creates, receives, maintains, or transmits on 

behalf of the Provider; (B) Ensure that any agent, including a subcontractor, to 

whom it provides such information agrees to implement reasonable and 

appropriate safeguards to protect it; and (C) Report to the Provider any 

security incident of which it becomes aware. 

 

vii. Business Associate agrees not to electronically transmit or permit 

access to PHI unless such transmission or access is authorized by this 

Addendum and the Agreement and further agrees that it shall only transmit or 

permit such access if such information is secured in a manner that is 

consistent with applicable law, including the Security Rule.  For purposes of 

this Addendum, “encrypted” shall mean the reversible conversion of readable 

information into unreadable, protected form so that only a recipient who has 

the appropriate “key” can convert the information back into original readable 

form.  If  the Covered Entity stores, uses or maintains PHI in encrypted form, 

or in any other secured form acceptable under the security regulations, 

Covered Entity shall promptly, at  request, provide  with the key or keys to 

decrypt such information and will otherwise assure that such PHI is accessible 

by  upon reasonable request. 

 

viii. In the event Business Associate performs functions or 

activities involving the use or disclosure of PHI on behalf of Covered Entity 

that involve the installation or maintenance of any software (as it functions 

alone or in combination with any hardware or other software), Business 

Associate shall ensure that all such software complies with all applicable 

standards and specifications required by the HIPAA Regulations and shall 

inform  of any software standards or specifications not compliant with the 

HIPAA Regulations. 

 

c. At the request of the Covered Entity, the Business Associate agrees 

to amend this agreement to comply with all HIPAA mandates. 

 

5. Sanctions   

 

Business Associate agrees that its workforce members, agents and 

subcontractors who violate the provisions of HIPAA or other applicable 

federal or state privacy law will be subject to discipline in accordance with 

Business Associate’s Personnel Policy and applicable collective bargaining 

agreements.  Business Associate agrees to impose sanctions consistent with 

Business Associate’s personnel policies and procedures and applicable 

collective bargaining agreements with respect to persons employed by it.  

Members of the Business Associate Workforce who are not employed by 
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Business Associate are subject to the policies and applicable sanctions for 

violation of this Compliance Clause as set forth in business associate 

agreements.  In the event Business Associate imposes sanctions against any 

member of its workforce, agents and subcontractors for violation of the 

provisions of HIPAA or other applicable federal or state privacy laws, the 

Business Associate shall inform the District Privacy Official or the agency 

Privacy Officer of the imposition of sanctions. 

6. Obligations of the Covered Entity  

a. The Covered Entity shall notify the Business Associate of any 

limitation(s) in its Notice of Privacy Practices of the Covered Entity in 

accordance with 45 C.F.R. § 164.520, to the extent that such limitation may 

affect the use or disclosure of PHI by the Business Associate. 

b. The Covered Entity shall notify the Business Associate of any 

changes in, or revocation of, permission by the Individual to the use or 

disclosure of PHI, to the extent that such changes may affect the use or 

disclosure of PHI by the Business Associate.  

c. The Covered Entity shall notify the Business Associate of any 

restriction to the use or disclosure of PHI that the Covered Entity has agreed 

to in accordance with 45 C.F.R. § 164.522, to the extent that such restriction 

may affect the use or disclosure of PHI by the Business Associate.  

7. Permissible Requests by Covered Entity 

Covered Entity shall not request the Business Associate to use or 

disclose PHI in any manner that would not be permissible under the Privacy 

Rule and Subpart E of 45 CFR § 164 if done by the Covered Entity.  

8. Representations and Warranties.           

The Business Associate represents and warrants to the Covered Entity: 

a. That it is duly organized, validly existing, and in good standing 

under the laws of the jurisdiction in which it is organized or licensed, it has 

the full power to enter into this HIPAA Compliance Clause and it, its 

employees, agents, subcontractors, representatives and members of its 

workforce are licensed and in good standing with the applicable agency, 

board, or governing body to perform its obligations hereunder, and that the 

performance by it of its obligations under this HIPAA Compliance Clause has 

been duly authorized by all necessary corporate or other actions and will not 

violate any provision of any license, corporate charter or bylaws; 

b. That it, its employees, agents, subcontractors, representatives and 

members of its workforce are in good standing with the District of Columbia, 

that it, its employees, agents, subcontractors, representatives and members of 

its workforce will submit a letter of good standing from the District of 

Columbia, and that it, its employees, agents, subcontractors, representatives 

and members of its workforce have not been de-barred from being employed 

as a contractor by the federal government or District of Columbia;  

c. That neither the execution of this HIPAA Compliance Clause, nor 

its performance hereunder, will directly or indirectly violate or interfere with 

the terms of another agreement to which it is a party, or give any 

governmental entity the right to suspend, terminate, or modify any of its 
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governmental authorizations or assets required for its performance hereunder.  

The Business Associate represents and warrants to the Covered Entity that it 

will not enter into any agreement the execution or performance of which 

would violate or interfere with this HIPAA Compliance Clause; 

d. That it is not currently the subject of a voluntary or involuntary 

petition in bankruptcy, does not currently contemplate filing any such 

voluntary petition, and is not aware of any claim for the filing of an 

involuntary petition;   

e. That all of its employees, agents, subcontractors, representatives 

and members of its workforce, whose services may be used to fulfill 

obligations under this HIPAA Compliance Clause are or shall be appropriately 

informed of the terms of this HIPAA Compliance Clause and are under legal 

obligation to the Business Associate, by contract or otherwise, sufficient to 

enable the Business Associate to fully comply with all provisions of this 

HIPAA Compliance Clause.  Modifications or limitations that the Covered 

Entity has agreed to adhere to with regards to the use and disclosure of PHI of 

any individual that materially affects or limits the uses and disclosures that are 

otherwise permitted under the Privacy Rule will be communicated to the 

Business Associate, in writing, and in a timely fashion;  

f. That it will reasonably cooperate with the Covered Entity in the 

performance of the mutual obligations under this Contract; 

g. That neither the Business Associate, nor its shareholders, 

members, directors, officers, agents, subcontractors, employees or members of 

its workforce have been excluded or served a notice of exclusion or have been 

served with a notice of proposed exclusion, or have committed any acts which 

are cause for exclusion, from participation in, or had any sanctions, or civil or 

criminal penalties imposed under, any federal or District healthcare program, 

including but not limited to Medicare or Medicaid, or have been convicted, 

under federal or District law (including without limitation following a plea of 

nolo contendere or participation in a first offender deferred  adjudication or 

other arrangement whereby a judgment of conviction has been withheld), of a 

criminal offense related to (a) the neglect or abuse of a patient, (b) the 

delivery of an item or service, including the performance of management or 

administrative services related to the delivery of an item or service, under a 

federal or District healthcare program, (c) fraud, theft, embezzlement, breach 

of fiduciary responsibility, or other financial misconduct in connection with 

the delivery of a healthcare item or service or with respect to any act or 

omission in any program operated by or financed in whole or in part by any 

federal, District or local government agency, (d) the unlawful, manufacture, 

distribution, prescription or dispensing of a controlled substance, or (e) 

interference with or obstruction of any investigation into any criminal offense 

described in (a) through (d) above.  The Business Associate further agrees to 

notify the Covered Entity immediately after the Business Associate becomes 

aware that any of the foregoing representations and warranties may be 

inaccurate or may become incorrect 

9. Term and Termination 
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a. Term.  The requirements of this HIPAA Compliance Clause shall 

be effective as of the date of the contract award, and shall terminate when all 

of the PHI provided by the Covered Entity to the Business Associate, or 

created or received by the Business Associate on behalf of the Covered Entity, 

is confidentially destroyed or returned to the Covered Entity within five (5) 

business days of its request. The PHI shall be returned in a format mutually 

agreed upon by and between the Privacy Official and/or Privacy Officer or his 

or her designee and the appropriate and duly authorized workforce member of 

the Business Associate.; If it is infeasible to return or confidentially destroy 

the PHI, protections shall be extended to such information, in accordance with 

the termination provisions in this Section and communicated to the Privacy 

Official or Privacy Officer or his or her designee. The requirement to return 

PHI to the District at the end of the contract term or if the contract is 

terminated applies irrespective of whether the Business Associate is also a 

covered entity under HIPAA.  Where a business associate is also a covered 

entity, PHI provided by the District, or created or received by the Business 

Associate on behalf of the District, a duplicate of the record may be 

acceptable if mutually agreed.  

b. Termination for Cause.  Upon the Covered Entity's knowledge of a 

material breach of this HIPAA Compliance Clause by the Business Associate, 

the Covered Entity shall either: 

i. Provide an opportunity for the Business Associate to cure the 

breach or end the violation and terminate the Contract if the Business 

Associate does not cure the breach or end the violation within the time 

specified by the Covered Entity; or 

ii. Immediately terminate the Contract if the Business Associate 

breaches a material term of this HIPAA Compliance Clause and a cure is not 

possible. 

If neither termination nor cure is feasible, the Covered Entity shall 

report the violation to the Secretary.  

c. Effect of Termination.  

i. Except as provided in paragraph (ii) of this section, upon 

termination of the Contract, for any reason, the Business Associate shall 

return in a mutually agreed upon format or confidentially destroy [delete 

bolded material and insert negotiated terms and conditions if applicable] all 

PHI received from the Covered Entity, or created or received by the Business 

Associate on behalf of the Covered Entity within five (5) business days of 

termination. This provision shall apply to PHI that is in the possession of all 

subcontractors, agents or workforce members of the Business Associate. The 

Business Associate shall retain no copies of PHI in any form. 

ii. In the event that the Business Associate determines that returning 

or destroying the PHI is infeasible, the Business Associate shall provide 

written notification to the Covered Entity of the conditions that make the 

return or confidential destruction infeasible.  Upon determination by the 

agency Privacy Officer that the return or confidential destruction of the PHI is 

infeasible, the Business Associate shall extend the protections of this HIPAA 
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Compliance Clause to such PHI and limit further uses and disclosures of such 

PHI for so long as the Business Associate maintains such PHI.  Additionally, 

the Business Associate shall:  

(1)  Retain only that PHI which is necessary for Business Associate to 

continue its proper management and administration or to carry out its legal 

responsibilities; 

(2) Return to covered entity, or, if agreed to by covered entity, destroy 

the remaining PHI that the business associate still maintains in any form; 

(3) Continue to use appropriate safeguards and comply with Subpart C 

of 45 CFR Part 164 with respect to ePHI to prevent use or disclosure of the 

PHI, other than as provided for in this Section, for as long as Business 

Associate retains the PHI; 

(4)  Not use or disclose the PHI retained by Business Associate other 

than for the purposes for which such PHI was retained and subject to the same 

conditions set out at [Insert section number related to paragraphs (e) and (f) 

above under “Permitted Uses and Disclosures By Business Associate”] which 

applied prior to termination; and 

(5) Return to covered entity or, if agreed to by covered entity, destroy 

the PHI retained by Business Associate when it is no longer needed by 

Business Associate for its proper management and administration or to carry 

out its legal responsibilities.  

 The obligations outlined in Section 2. Obligations and Activities of 

Business Associate shall survive the termination of this Contract.  

10. Miscellaneous  

a. Regulatory References.  A reference in this HIPAA Compliance 

Clause to a section in the Privacy Rule means the section as in effect or as 

amended. 

b. Amendment.  The Parties agree to take such action as is necessary 

to amend this HIPAA Compliance Clause from time to time as is necessary 

for the Covered Entity to comply with the requirements of the Privacy Rule 

and HIPAA.  Except for provisions required by law as defined herein, no 

provision hereof shall be deemed waived unless in writing and signed by duly 

authorized representatives of the Parties.  A waiver with respect to one event 

shall not be construed as continuing, or as a bar to or waiver of any other right 

or remedy under this HIPAA Compliance Clause.  

c. Survival.  The respective rights and obligations of the Business 

Associate under Section 9. Term and Termination of this HIPAA Compliance 

Clause and the sections of the Standard Contract Provisions for use with the 

District of Columbia Government Supply and Services Contracts covering 

Default and Termination for the Convenience of the District shall survive 

termination of the Contract. 

d. Interpretation.  Any ambiguity in this HIPAA Compliance Clause 

shall be resolved to permit compliance with applicable federal and District of 

Columbia laws, rules and regulations, and the HIPAA Rules, and any 

requirements, rulings, interpretations, procedures, or other actions related 

thereto that are promulgated, issued or taken by or on behalf of the Secretary; 
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provided that applicable federal and District of Columbia laws, rules and 

regulations shall supersede the Privacy Rule if, and to the extent that they 

impose additional requirements, have requirements that are more stringent 

than or provide greater protection of patient privacy or the security or 

safeguarding of PHI than those of the HIPAA Rules.  

The terms of this HIPAA Compliance Clause amend and supplement 

the terms of the Contract, and whenever possible, all terms and conditions in 

this HIPAA Compliance Clause are to be harmonized.  In the event of a 

conflict between the terms of the HIPAA Compliance Clause and the terms of 

the Contract, the terms of this HIPAA Compliance Clause shall control; 

provided, however, that this HIPAA Compliance Clause shall not supersede 

any other federal or District of Columbia law or regulation governing the legal 

relationship of the Parties, or the confidentiality of records or information, 

except to the extent that the Privacy Rule preempts those laws or regulations.  

In the event of any conflict between the provisions of the Contract (as 

amended by this HIPAA Compliance Clause) and the Privacy Rule, the 

Privacy Rule shall control. 

e. No Third-Party Beneficiaries.  The Covered Entity and the 

Business Associate are the only parties to this HIPAA Compliance Clause and 

are the only parties entitled to enforce its terms.  Except for the rights of 

individuals, as defined herein, to have access to and amend their PHI, and to 

an accounting of the uses and disclosures thereof, in accordance with 

Paragraphs (2)(f), (g) and (j), nothing in the HIPAA Compliance Clause gives, 

is intended to give, , or shall be construed to give or provide any benefit or 

right, whether directly, indirectly, or otherwise, to third persons.  

f. Compliance with Applicable Law.  The Business Associate shall 

comply with all federal and District of Columbia laws, regulations, executive 

orders and ordinances, as they may be amended from time to time during the 

term of this HIPAA Compliance Clause and the Contract; to the extent they 

are applicable to this HIPAA Compliance Clause and the Contract. 

g. Governing Law and Forum Selection.   This Contract shall be 

construed broadly to implement and comply with the requirements relating to 

the Privacy Rule, and other applicable laws and regulations.  All other aspects 

of this Contract shall be governed under the laws of the District of Columbia.  

The Covered Entity and the Business Associate agree that all disputes which 

cannot be amicably resolved by the Covered Entity and the Business 

Associate regarding this HIPAA Compliance Clause shall be litigated before 

the District of Columbia Contract Appeals Board, the District of Columbia 

Court of Appeals, or the United States District Court for the District of 

Columbia having jurisdiction, as the case may be.   The Covered Entity and 

the Business Associate expressly waive any and all rights to initiate litigation, 

arbitration, mediation, negotiations and/or similar proceedings outside the 

physical boundaries of the District of Columbia and expressly consent to the 

jurisdiction of the above tribunals. 
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h. Indemnification.  The Business Associate shall indemnify, hold 

harmless and defend the Covered Entity from and against any and all claims, 

losses, liabilities, costs, and other expenses incurred as a result or arising 

directly or indirectly out of or in connection with (a) any misrepresentation, 

breach of warranty or non-fulfillment of any undertaking of the Business 

Associate under this HIPAA Compliance Clause; and (b) any claims, 

demands, awards, judgments, actions and proceedings made by any person or 

organization, arising out of or in any way connected with the performance of 

the Business Associate under this HIPAA Compliance Clause. 

i. Injunctive Relief.  Notwithstanding any rights or remedies under 

this HIPAA Compliance Clause or provided by law, the Covered Entity 

retains all rights to seek injunctive relief to prevent or stop the unauthorized 

use or disclosure of PHI by the Business Associate, its workforce, any of its 

subcontractors, agents, or any third party who has received PHI from the 

Business Associate.  

j. Assistance in litigation or administrative proceedings.  The 

Business Associate shall make itself and any agents, affiliates, subsidiaries, 

subcontractors or its workforce assisting the Business Associate in the 

fulfillment of its obligations under this HIPAA Compliance Clause and the 

Contract, available to the Covered Entity, to testify as witnesses, or otherwise, 

in the event of litigation or administrative proceedings being commenced 

against the Covered Entity, its directors, officers or employees based upon 

claimed violation of HIPAA, the Privacy Rule or other laws relating to 

security and privacy, except where the Business Associate or its agents, 

affiliates, subsidiaries, subcontractors or its workforce are a named adverse 

party.   

k. Notices.  Any notices between the Parties or notices to be given 

under this HIPAA Compliance Clause shall be given in writing and delivered 

by personal courier delivery or overnight courier delivery, or by certified mail 

with return receipt requested, to the Business Associate or to the Covered 

Entity, to the addresses given for each Party below or to the address either 

Party hereafter gives to the other Party.  Any notice, being addressed and 

mailed in the foregoing manner, shall be deemed given five (5) business days 

after mailing.  Any notice delivered by personal courier delivery or overnight 

courier delivery shall be deemed given upon notice upon receipt. 

 

If to the Business Associate, to  If to the Covered Entity, to 

______________________________    

______________________________ 

______________________________     

       _____________________________ 

______________________________      

 

Attention:  _____________________  Attention:   

 

Fax:  _________________________  Fax:   
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l. Headings.  Headings are for convenience only and form no part of 

this HIPAA Compliance Clause and shall not affect its interpretation.  

m. Counterparts; Facsimiles.  This HIPAA Compliance Clause may 

be executed in any number of counterparts, each of which shall be deemed an 

original.  Facsimile copies hereof shall be deemed to be originals. 

n. Successors and Assigns.  The provisions of this HIPAA 

Compliance Clause shall be binding upon and shall inure to the benefit of the 

Parties hereto and their respective successors and permitted assigns, if any. 

o. Severance.  In the event that any provision of this HIPAA 

Compliance Clause is held by a court of competent jurisdiction to be invalid 

or unenforceable, the remainder of the provisions of this HIPAA Compliance 

Clause will remain in full force and effect.  In addition, in the event a Party 

believes in good faith that any provision of this HIPAA Compliance Clause 

fails to comply with the then-current requirements of the Privacy Rule, such 

party shall notify the other Party in writing, in the manner set forth in Section 

10. Miscellaneous, Paragraph k. Notices.  Within ten (10) business days from 

receipt of notice, the Parties shall address in good faith such concern and 

amend the terms of this HIPAA Compliance Clause, if necessary to bring it 

into compliance.  If, after thirty (30) days, the HIPAA Compliance Clause 

fails to comply with the Privacy Rule, then either Party has the right to 

terminate this HIPAA Compliance Clause upon written notice to the other 

Party. 

p. Independent Contractor.  The Business Associate will function as 

an independent contractor and shall not be considered an employee of the 

Covered Entity for any purpose.  Nothing in this HIPAA Compliance Clause 

shall be interpreted as authorizing the Business Associate workforce, its 

subcontractor(s) or its agent(s) or employee(s) to act as an agent or 

representative for or on behalf of the Covered Entity. 

q. Entire Agreement.  This HIPAA Compliance Clause, as may be 

amended from time to time pursuant to Section 10. Miscellaneous, Paragraph 

b. Amendment, which incorporates by reference the Contract, and specific 

procedures from the District of Columbia Department of Health Privacy 

Policy Operations Manual, constitutes the entire agreement and understanding 

between the Parties and supersedes all prior oral and written agreements and 

understandings between them with respect to applicable District of Columbia 

and federal laws, rules and regulations, HIPAA and the Privacy Rule, and any 

rules, regulations, requirements, rulings, interpretations, procedures, or other 

actions related thereto that are promulgated, issued or taken by or on behalf of 

the Secretary. 
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 Name and address of Contractor: 

 

____________________________ 

 

____________________________ 

  

____________________________ 

 

 ____________________________   

 

 

 

_________________________________________       __________ 

 Signature of Authorized Representative    Date 

       

Acceptance by the District: 

 

 

_________________________________                      __________ 

 Tara Sigamoni        Date 

 Agency Chief Contracting Officer 

Child and Family Services Agency 

 200 I Street, SE, Suite 2031 

 Washington, DC 20003 

 

 

 

 


